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45 Valuable Minutes

We are here from Microsoft.....

And we are here to help!!



Mobility in Education

. College
The needs of your customers are changing. studentsgown

Students and educators want to be able to access average of
their information anywhere, anytime, while 6.9 devices.
maintaining compliance and reducing risk.

74%of higher education CIOs say mobility

and BYOD has increased as strategic priority over
previous year.

N\ Wh at |l s the value of
P@y In education?

neci ?nents A Hybrid Identity : Give students and educators accessto cloud
e ® - ® ~ ° and on-premises assets,for a consistent UX and more efficient
UK .n.ﬁ T |ﬂ! e IT management.

n 1 2 A Mobile Devices and Application Management : Provide easy

Students Faculty access to the apps teachers and students need, making it
simple to manage multiple devicesacrossmany platforms.

IT Department . : : :
e / lﬁ P S A Access and Information Protection : Register devices and
. allow users to access assignments and content from one
Student Data _ Tablet secure location, and maintain the privacy of their data.

A Threat Protection : Give your IT the ability to stay one step
ahead of any potential security threats to your system.
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Enterprise Mobility Suite
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ldentity and access  Device and app Information Behaviorbased
management management protection threat analytics

: : Microsoft Intune : :
Microsoft Azure Active System Center Microsoft Azure Rights Advanced Threat

Directory Premium Management Premium Analytics

Configuration Manager

Easily manage identities across Leverage PC management, Encryption, identity, and Identify suspicious activities

on-premises and cloud MDM, and MAM to protect authorization to secure and advanced threats in near
corporate apps and data on corporate files and email across real time with simple,

Single sign-on and self-service almost any device phones, tablets, and PCs actionable reporting

for corporate resources



The current reality
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On-premises Managed devices Active Directory
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Integrated Identity as the control plane

One common identity

Simple Selfservice Single
connection sign on
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Azure Active Directory scenarios

1000s of apps, 1 identity
Making the lives of users (and IT) easier

Managing identities

Collaborating with partners

Enabling anytime/anywhere productivity
ldentity-driven security

Connecting with consumers

Your Domain Controller as a Service



1000s of apps, 1identity

Connect and sync on-premises f 4}&
directories with Azure AR

= \Windows Server

Active Directory

<
* Azure Active Directory Connect z ﬂ
and Connect Health KJ
PowerShell

SQL (ODBC)
Wri LDAP v3

Web Services
( SOAP, JAVA, REST)

OTHER DIRECTORIES

>

Microsoft Azure
Active Directory



1000s of apps, 1identity

OTHER DIRECTORIES
+ )
Windows Server m mlflfﬂ Microsoft Azure

[ |
Wl Active Directory

° 2500+ pre-integrated popular SaaS apps

Self-Service application integration via

I ‘Dd Visual Studio

templates
Easily publish on-premises web apps via
R N
Application Proxy + custom apps SeeE s Web_ apps_ Integrated
(Azure Active Directory custom apps

Application Proxy)



Making the lives of users (and IT) easier

Company branded, personalized
application Access Panel:

http://myapps.microsoft.com
+ Mobile Apps

TizE

B g

Manage your account , apps and
groups

Self-service password reset

Application access requests

Cut help desk costs by
S 160k employees eliminating top volume driver Result: 40006 500 help desk
>0Forgot my pas $a|SPEryveek eiminated



Sobering Statistics
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The median number of days of all network intrusions are
that attackers reside within a due to compromised user

victimdés net wor|l credentials
detection

The total potential cost of The average cost of a data

cybercrime to the global breach to a company
economy

Cybersecurity attacks are getting more frequent and sophisticated.



Transit,
Energy & Planning, &
Telco Infrastructure Manufacturing Education Social Services

Banking &
Financial
Services

Health &

Every customer, regardless of industry vertical,
(s either under attack or already breached.



Microsoft Advanced Threat Analytics
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SIEM Active Directory

Devices and
servers

Advanced
Threat
Analytics

Forensics for
known attacks
and issues

Behavioral
Analytics

® ® @

Profile normal Search for known  Detect suspicious
entity behavior security attacks & user activities,

(normal vs. iIssues known attacks and
abnormal) issues



