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Automation 



Drive Simplification of Management Through Standardization 

 Single infrastructure for end to end management 

lowers deployment cost 

Standardized user environment lowers training and 

operational costs 

Common knowledge and rules engine accelerates ROI 

and improves processes  

Simple, cost effective, and flexible licensing eases 

procurement process 

Assess Inventory  
& Compatibility Deploy OS & Applications 

Manage User 
Access  

Backup, Repair,  
& Restore  

Incident,  
Problem  

& Change 
Management 

Monitor Performance  
& Configuration 

Suite Licensing Lowers Capital Expenditure While Supporting Unified Management 



 

Unify Infrastructure Empower Users Simplify Administration 

Empower people to be 

productive from anywhere on 

whatever device they choose 

Reduce costs by unifying IT 

management infrastructure 

Improve IT effectiveness and 

efficiency 

• Device freedom 

• Optimized, personalized  

application experience 

• Application self-service 

• Mobile, physical, and virtual 

management 

• Security & compliance 

• Integrated Service 

management 

• Comprehensive client  

management capabilities 

• Improved administrator  

effectiveness 

• Reduced infrastructure 

complexity 



Online Snapshots (up to 512) 

Disk-based  
Recovery 

Tape-based  
Backup 

Data Protection Manager 

Up to  

Every 15 minutes 

Disaster Recovery 
with offsite replication & tape 

Data Protection Manager 

Active Directory® 

System State 

file services 



End user 

Copy to servers 

backed up by IT 

Do your own 

backups 

Critical business data on laptops is not backed up 



Remove the end user tax 

Support roaming user backups 

Allow customizability for specific users 

Enforce admin defined restrictions 

Keep IT costs low 





8:00 AM – 12:00 AM – 6:00 PM 

Protect “My Documents” 

Retain Data for – 30 Days 

Alert policy – 14 Days 

 

When you want to protect the data? 

What data you want to protect? 

How long you want to retain the data? 

How often you want to be notified that client has not 

been backed up to DPM? 

Backup 

Server Admin 

C1 

8:00 AM – 12:00 AM – 6:00 PM 

Protect “My Documents” 

Retain Data for – 30Days 

Alert policy – 14 Days 

 

8:00 AM – 12:00 AM – 6:00 PM 

Protect ‘My Documents” 

Retain Data for – 30 Days 

Alert policy – 14 Days 

 

8:00 AM – 12:00 AM – 6:00 PM 

Protect “My Documents” 

Retain Data for – 30 Days 

Alert policy – 14 Days 

 

Backup Policy 
8:00 AM – 12:00 AM – 6:00 PM 

Protect “My Documents” 

Retain Data for – 30 Days 

Alert policy – 14 Days 



Backup Policy 
8:00 AM – 12:00 AM – 6:00 PM 

Protect “My Documents” 

Retain Data for – 30 Days 

Alert policy – 14 Days 

Day 

2 
Day 

1 

C2 

Backup at 8:00 

AM 

Backup at 12:00 

Noon 

8:00 AM 
Time to take a backup 

12:00 Noon 
Time to take a backup 

While Traveling by Plane 
Traveling   

At On Site Office Meeting 



Back At Corporate Office 

Backup Policy 
8:00 AM – 12:00 AM – 6:00 PM 

Protect “My Documents” 

Retain Data for – 30 Days 

Alert policy – 14 Days 

Day 

10 

Day 

7 

Day 

3 

C2 

8:00 AM 
Time to take a backup 

Restore  Yesterday’s Data 
Restore Last Month’s Data 



14 Days Alert Policy 

While 

Traveling on 

Plane 

Day 
1 

Day 
2 

Day 
10 

Day 
1 

C3 

Backup at 8:00 AM 

Traveling  At 

On Site Office 

Meeting 

Back At 

Corporate 

Office 

Backup at 12:00 AM 

Backup at 8:00 AM 

Counter Reset After 

Successful Backup 

Backup 

 To DPM 







End user 

DPM server 

Restore from DPM 

1. Local Restore when not connected 

2. Network restore when connected 

3. Remote restore for new laptop 





End to End Datacenter Service Management 
• Proactive management of IT services  

• Delivers best practice driven alerting, service level monitoring, and 

reporting 

Best of Breed for Windows and Beyond 
• Integrated monitoring across Windows, UNIX & Linux servers and 

workloads 

• Expertise for over 100 Microsoft  and non-Microsoft applications, 

servers, and clients 

Increased Efficiency and Control 
• Automates routine and time consuming tasks 

• Provides intelligent monitoring of your environment 

“System Center Operations Manager 2007 R2 gives us an application health view, which allows  

us to more quickly identify root cause and address incidents before our customers are impacted.  

- John Taylor, IT Manager and Systems Architect, Systems Monitoring and Management Group 

Delivers end-to-end service management of applications and IT services running across your datacenter fabric; 

providing you greater insight and control into the health and performance of your Microsoft, UNIX and Linux 

servers, and their workloads..  



Productivity/Cost Implications 

Productivity losses 

Potential data loss 

No IT awareness 

Root problem not fixed 

 

All costs above and … 

Help desk FTE cost 

Additional productivity loss in time 
with helpdesk 

 

All costs above and … 

One-off escalations often low 
priority 

Little ability to track problems from 
changes (i.e., patch, new app) 

Unreported issues drive productivity and satisfaction down and costs up 

Desktop 

Crash! 

Resolve 
Known error fielded before 

Reboot 
Most common end-user behavior 

Call Help Desk 
Few help desks equipped 

to resolve 

Escalate 
Desktop Admin likely 

see <5% of crashes 

<10%(1) 

>90%(1) 

+ 

+ 

(1)  CER TAP participant interviews; MS Help desk qualitative discussions 



Agentless Exception Monitoring 
 

No agent deployment required 

Integrates with Windows Error Reporting (Watson) 

Visibility to and resolution knowledge for client crashes 

Entire Enterprise space 

Collective Client Monitoring 
 

Reporting and alerting on collections of clients  

Proactive monitoring of errors, utilization, performance and reliability 

Remote diagnostic and troubleshooting tasks 

Agent managed 

Medium scale within Enterprise 

Business Critical Client Monitoring 
 

Deeper monitoring and alerting on individual clients  

Verified availability via heartbeat 

Host for user perspective transactions 

Optional: security auditing capabilities 

Small scale within Enterperise 

Scales to meet diverse needs for entire Enterprise 





 

Watson.microsoft.com 





 

Watson.microsoft.com 



AEM TopN Application crashes 

   Expand this section to see a full description of this report 

 Report Generated:   7/26/2006   4:30 PM 

 Start/End date and time:  From 7/1/2006  5:08 PM to 7/7/2006  5:08 PM 

 Object(s):    2 Objects included in this report 

  TopN Errors:  5 

       Cost per Crash  $ 100 

 
 
Top1 – 10 Errors 

 
 

    Application Name     Version    Vendor    Total volume  

Unique 
Users  

affected 

Unique  
Computers 
affected 

Crash  
 Cost 

in $   

  Microsoft.MOM.UI.Console.exe 6.0.3093.0 Microsoft 12 1 10 1200 

  Microsoft.ACME.UI.Console.exe 6.0.3094.0 - 10 4 2 1000 

  
 

   Reports:  TopN error groups 

  
 

   Views: AEM Application State view   AEM Error Group State View 

 
 

 



AEM TopN Errors report 

   Expand this section to see a full description of this report 

 Report Generated:   7/26/2006   4:30 PM 

 Start/End date and time:  From 7/1/2006  5:08 PM to 7/7/2006  5:08 PM 

 Object(s):    2 Objects included in this report 

  TopN Errors:  5 

 
 
Top1 – 10 Errors 

 
 

Management Group   TopN     Application Name     Version    Module    
Version 

# of crashes  
Avg daily Crash  

freq    

Response / 

available since  

  
Woodgrove  

Bank 
1 Microsoft.MOM.UI.Console.exe 6.0.3093.0 Hungapp 

0.0.0 1 
1 

06/12/2006 
13:30:00 

  
Woodgrove  

Bank 
2 Microsoft.MOM.UI.Console.exe 6.0.3094.0 Hungapp 

0.0.0 0.09 06/12/2006 
13:30:00 

06/12/2006 
13:30:00 

     Reports:  TopN Application crashes 

     Views: Attributes View 

 
 

 







ASSET MANAGEMENT 
PROVANCE 

SELF SERVICE  IT ANALYST COMPLIANCE  
AND RISK  

Incident and Problem Change 

Portal 
 

Workflows 
 

Knowledge Base 
 Data Warehouse 

 
CMDB 

Authoring 



Integrated System Center CMDB 

Service Manager Configuration Management  
Database (CMDB) Schema 

Common schema across System Center products 

IT assets are represented as configuration items (CIs) 

Incidents, change requests, and problems are represented 
as work items (WIs) 

Service Manager CMDB Features 

Create, update, and view CIs 

Create relationships among CIs, WIs,  
IT professionals, and Active Directory® Domain Services 
(AD DS) users 

Automatically track CI change history 

Service definition and mapping 



Incident Management 

• Incident KPI reports 

• Create custom reports • Knowledge reduces time to resolution 

• Customer, Partner  and Analyst 
authored content 

• Links to External content 

• Content Ratings 

• Full Text Search 

• Problem management - pro active 
approach to Incident management 

• Create problem from multiple 
incidents 

• Link problem to incidents, change 
requests 

• Auto resolve incidents 



Change Management  





Integrated Self-Service Portal 

• Provision Software 

• Reset Passwords (FIM) 

• Create/view service requests 

• View announcements 

• Search/view knowledge base 



Create Packages 
& Programs 

Configure SM 
Portal 

Advertisement 
Delivered 

Software      
Deployed 

User Requests 
Software 

End User 

Manager Approves 
Request 

Manager 



ALERT  
GENERATED 

INCIDENT CREATED INCIDENT   RESOLVED INCIDENT 
DIAGNOSED 

INCIDENT  
CLOSED 

SERVICE  
MONITORED 

IT Analyst / Operator 



INCIDENT 
CREATED 

INCIDENT 
DIAGNOSED 

CHANGE 
REQUESTED 

REMEDIATION 
ACTION 

CLIENT 
MANAGED 

DCM 
DRIFT 

IT Analyst / Operator 



System Center Roadmap

 

  
 

Beta 

Beta2 

RC 

Available Now 

Beta  

Coming Soon 

  GA GA 

Beta

Beta

http://opalis.com/default.asp


http://www.microsoft.com/en-
us/server-cloud/system-center/default.aspx

http://www.microsoft.com/en-us/server-
cloud/desktop/security-management.aspx
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jsilves@microsoft.com

ablocker@microsoft.com

v-jawell@microsoft.com

bzatkulak@belltechlogix.com

dmcneil@belltechlogix.com

lgoolsby@belltechlogix.com
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